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The better the question. The better the answer.
The better the world works.
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Things are
only just
starting

to get
interesting
....and the

growth has
just begun
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We have reached critical inflection points in many colliding
, biological and technologies
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The loT will
generate
tremendous
value/in all
aspects of
the value

chain and
business
innovation

Value estimate generated by the Internet of Things in Trillion USD (until 2022)
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Source: Cisco white paper “Embracing the Internet of Everything To Capture Your Share of $14.4 Trillion”, 2013
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The
Shipping
industry Is
transfo-
rming,
embracing

the digital
era
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Maritime
cyber
attacks is a
reality and
IS
happening

now
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The attacks damaged all the data
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Malware was uploaded into the
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Grow Optimise Protect

Enterprise Incubation and Continuous
strategy innovation Experience
Implementation

In order to make this performance breakthrough, companies need to

reinvent themselves in capability areas
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Key
Characteri-
stics of a
cyber
resilient
enterprise

Understand the
business

In depth understanding of the business
and the operational landscape

Determine the critical
assets — the crown jewels

Organize and implement mechanisms and
controls around what really matters, strategic

plans, R&D, IP, etc

Understand the cyber
ecosystem

Map and assess the relationships your organization has
across the cyber ecosystem and identify what risks exist

Determine the risk factors

Implement a threat intelligence function to
continuously update and collaborate on the threat
landscape

Create a culture of
change readiness

Cultivate and train on the capability to react
rapidly to a cyber attack

Manage the human
element

Clear communication, direction, and example
setting from leadership are essential

Be prepared and create an
incident response scheme
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Thank you

™ panagiotis.papagiannakopoulos@gr.ey.com
L grlinkedin.com/in/papagiannakopoulos
L1 @ppapajohn
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About EY

EY is a global leader in assurance, tax, transaction and advisory services. The
insights and quality services we deliver help build trust and confidence in the
capital markets and in economies the world over. We develop outstanding
leaders who team to deliver on our promises to all of our stakeholders. In so
doing, we play a critical role in building a better working world for our people,
for our clients and for our communities.

EY refers to the global organization, and may refer to one or more, of the
member firms of Ernst & Young Global Limited, each of which is a separate
legal entity. Ernst & Young Global Limited, a UK company limited by
guarantee, does not provide services to clients. For more information about
our organization, please visit ey.com.

About EY's Advisory Services

In a world of unprecedented change, EY Advisory believes a better working
world means solving big, complex industry issues and capitalizing on
opportunities to help deliver outcomes that grow, optimize and protect clients’
businesses. From C-suite and functional leaders of Fortune 100 multinationals
to disruptive innovators and emerging market small and medium sized
enterprises, EY Advisory teams with clients — from strategy through execution
— to help them design better outcomes and deliver long-lasting results. A
global mindset, diversity and collaborative culture inspires EY consultants to
ask better questions. They work with the client, as well as an ecosystem of
internal and external experts, to co-create more innovative answers. Together,
EY helps clients’ businesses work better.
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